
Cyber Insurance: New 
Partnerships and Possibilities

Shiraz Valji
CSE, London
shiraz@fortinet.com



2© Fortinet Inc. All Rights Reserved.

Apple “There’s-a-App-for-That” 
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Cybersecurity “There’s-a-Product-for-that” 
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Cybersecurity “So many options…”



5© Fortinet Inc. All Rights Reserved.

The Dangers of: “There’s-a-Product-for-that” 
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The Broadest Platform in Cybersecurity
50+ tightly integrated product lines
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Notes: G2000 - based off of the 2022 Forbes list; total number of accounts is 1932 after factoring in M&A activity since publication. F100 - based off of the 2021 Fortune list; total number of accounts is 494 after factoring in M&A activity since publication. 
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EVOLVE CYBER 

COVERAGE Questionnaires
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EVOLVE 

CYBER 

COVERAGE
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+
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Note: Logos are a representative subset of the Security Fabric Ecosystem
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• Old Security = 

“There’s An App for That”

• Fragmented tools = 

Multi-layered inefficiencies

• Platform Telematics = 

Better Cyber Insurance Coverage
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Traditional Threat Intelligence Flows
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SOC

FortiGuard

Technical Efficiencies in the SOC: FortiAI
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Threat Intel Enrichment
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AI-Assisted Unified Threat Response 

Threat Intelligence within the Modern Day SOC
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Moving Beyond Abstract Threat Intel

Staying Ahead of Advanced Adversaries

Security Operations

Cyber Defence

(on-prem / hybrid / outsourced)

Proactive

Attack Surface Monitoring

Digital Risk Protection 

Services

IOCs and 

Reports

Providing Contextual Analysis
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